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Continuous improvements have been a hallmark 
of the BSA, with user feedback playing a critical 
role in shaping updates and enhancements. Regular 
consultations and surveys with users have led 
to significant enhancements in the application’s 
functionality and usability, allowing it to remain 
relevant in an increasingly complex regulatory 
environment. The BSA has also embraced emerging 
technologies such as enhanced data analytics 
capabilities, which have improved decision-making 
processes for regulators.

Looking ahead, the BSA is positioned for further 
innovation, with plans to integrate artificial 
intelligence (AI) and cloud-based solutions to expand 
its capabilities. These advancements are designed 
to support the digital transformation of financial 
institutions while ensuring the BSA remains at the 
cutting edge of financial supervision technology. The 
BSA’s commitment to continuous evolution positions it 
as a cornerstone for advancing regulatory efficiency and 
promoting financial stability across a growing number of 
jurisdictions and regions globally.

EXECUTIVE SUMMARY

The Bank Supervision Application (BSA) 
system was developed to transform 
bank supervision practices by leveraging 
technology and data-driven approaches 
across diverse regions, initially within the 
Southern African Development Community 
(SADC) and East and Southern Africa (ESAF).   

Over time, its adoption has expanded globally, reaching 
financial institutions as far as the Pacific islands. 
The BSA provides a unified technological platform 
that enhances regulatory oversight and improves the 
efficiency of supervisory activities.

The BSA began with eleven central banks, but its 
demonstrated success led to broader uptake, ultimately 
bringing ten additional regulators on board and raising 
the total to 21 user authorities – a testament to the 
platform’s adaptability and effectiveness in addressing 
diverse regulatory needs. The project’s collaborative 
framework allowed central banks and financial 
regulators to streamline supervisory processes while 
adhering to globally accepted best practices. The 
continuous development of the BSA, driven by rigorous 
testing and user feedback, ensured that it remained 
responsive to evolving regulatory challenges.

A key component of the BSA’s success has been 
the emphasis on comprehensive deployment 
strategies, which included extensive training 
programs, user technical support mechanisms, and 
the establishment of a dedicated BSA Support Office 
(BSO) to assist users throughout the implementation 
process. The resulting improvements in regulatory 
compliance, supervisory outcomes, and operational 
efficiency have been well-documented, particularly 
in the early stages of adoption.

Security considerations were integral to the BSA’s 
design. Advanced security features, including multi-
layered user authentication, robust access controls and 
privileges, application logs, protection against attacks, 
IP whitelisting, audit trails, and incident response 
capabilities, were integrated to safeguard sensitive 
financial data. These measures ensure that the BSA 
operates within a secure framework, maintaining the 
trust and integrity of participating institutions.
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The foundation for developing the BSA as a common, 
shared IT solution for bank supervision functions was 
established at the 2000 annual IT Forum conference. 
Coordinated by the SADC IT Forum and sponsored by 
Banco de Moçambique (Mozambican Central Bank), the 
BSA project aimed to pool resources from participating 
central banks—including those from Angola, Botswana, 
Democratic Republic of Congo, Ethiopia, Kenya, 
Lesotho, Malawi, Mauritius, Mozambique, Namibia, 
South Africa, Swaziland, Seychelles, Tanzania, Uganda, 
Zambia, and Zimbabwe—with the expectation that 
these institutions would eventually recover their capital 
investment in the system.

The BSA was developed to streamline regulatory 
practices, enhance banking supervision ICT systems, 
and improve data analysis capabilities. It also aimed 
to build regional capacity, reduce costs for central 
banks, and facilitate real-time information sharing 
among regulatory bodies. Additionally, the BSA serves 
as a sophisticated, automated system designed to 
promote financial stability, combat financial crimes 
(such as money laundering and terrorism financing), and 
enhance the overall efficiency of regulatory processes.

Officially launched in 2003, the BSA represented a 
significant milestone in modernizing the financial 
regulatory landscape across various African nations. 
The collaborative nature of the project among multiple 
central banks underscored its potential to enhance 
the efficiency, transparency, and effectiveness of bank 
supervision in the region.

CHAPTER 1:  
INTRODUCTION 

INTRODUCTION AND BACKGROUND

The Information Technology (IT) Forum of the Southern 
Africa Development Community (SADC) central banks 
was established in February 1997 to harmonize IT 
applications across member central banks and develop 
shared solutions that address common challenges. One 
of the forum’s key initiatives was the launch of the 
Bank Supervision Application (BSA) project, initiated by 
the Eastern and Southern Africa (ESAF) region in 1997 
as part of “Vision 2007.” The goal of Vision 2007 was to 
create a robust regulatory and supervisory framework 
that would enable all ESAF central banks to operate 
within a standardized legal and regulatory environment. 
Specifically, this vision aimed to achieve:

> A harmonized legal framework for financial 
regulation.

> Internationally accepted minimum standards for 
reporting, disclosure, and prudential requirements.

> Harmonized and effective enforcement mechanisms.

FIGURE 1.1: BSA OBJECTIVES

Automating supervisory 
tasks to reduce 
administrative burdens, 
allowing regulators to 
focus on critical 
oversight functions.

Providing advanced data 
analytics tools to enable 
effective monitoring of 
financial institutions, 
early risk identification, 
and preemptive 
measures.

Facilitating secure, 
real-time information 
exchange between 
regulatory bodies to 
enhance collaboration 
and coordination.

Playing a crucial role in 
combating money 
laundering, terrorism 
financing, and other 
financial crimes through 
robust monitoring and 
reporting mechanisms.

ENHANCED SUPERVISORY 
EFFICIENCY

IMPROVED DATA ANALYSIS 
AND MONITORING

SECURE INFORMATION 
SHARING

COMBATING FINANCIAL 
CRIMES
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The BSA is structured as a non-commercial, non-profit 
initiative, designed and managed within the central 
banking control environment. This management 
structure instills confidence among participating central 
banks, making the BSA a trusted and cost-effective 
solution. Furthermore, its adoption is often based on 
recommendations from existing regulators who attest to 
its value. As part of the enrollment process, regulators 
interested in adopting the BSA are encouraged to 
conduct study visits to institutions already using the 
system, such as Banco de Moçambique, to observe its 
practical benefits. These hosting regulators consistently 
affirm the return on investment offered by the BSA, 
further validating its utility and effectiveness in 
supporting modern banking supervision practices.

OBJECTIVE OF THE CASE STUDY

Aligned with AFI’s commitment to promoting effective 
regulatory strategies for financial inclusion, this case 
study highlights the experiences, challenges, and policy 
innovations in implementing the BSA. As a sophisticated 

web-based SupTech and RegTech application designed 
for financial supervisors, the BSA represents significant 
advancements in regulatory practices that support 
financial inclusion. Led by Banco de Moçambique with 
AFI’s support, this case study aims to:

> Illustrate the BSA's effectiveness in enhancing 
regulatory practices. Chronicle the BSA’s journey, 
covering its motivation, vision, development, 
governance, technological advancements, 
implementation, management experiences, 
challenges, lessons learned, impacts on financial 
inclusion, and future prospects.  

> Inspire and disseminate knowledge among AFI 
members, promoting a deeper understanding of 
effective inclusive digital tools and shared utilities, 
advancing financial inclusion initiatives globally. 

> Serve as valuable resources for replicating 
successful interventions and facilitating peer 
learning to advance Regtech and SupTech for 
financial inclusion.

Exterior of a bank building in Maputo, Mozambique. (Ron Giling / Alamy Stock Photo)
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CHAPTER 2:  
BSA DEVELOPMENT  
AND DESIGN

IDEATION AND CONCEPTUALIZATION

The BSA was designed and developed to increase the 
effectiveness and quality of banking supervision in 
accordance with the Basel principles. In 1997, ESAF 
central banks adopted a harmonization strategy for 
bank supervision in the region, which involved forming 
multi-disciplinary expert teams from the supervision 
function to develop an integrated ICT solution, aligned 
with the Bank for International Settlements guidelines, 
to enhance bank supervision effectiveness in the region.

The development project was officially launched in 
Pretoria in January 2002, with Banco de Moçambique 
leading the initiative. The SADC IT Forum assisted Banco 
de Moçambique in selecting a technology partner that 
trained participating central bank developers on the 

proposed development tools. The Reserve Bank of South 
Africa provided office space and equipment on loan for 
the project, where development teams, the partner, 
and participating central bank developers began work in 
June 2002.

The development phase was preceded by business 
requirements specifications, which involved several 
brainstorming sessions with bank supervisors and 
developers from participating central banks in Pretoria. 
Following iterative steps and carefully sequenced 
procedures involving experts from SADC central banks, 
the Central Bank of Kenya, the Bank of Uganda, and a 
consultant firm, the first version of the BSA solution was 
completed in 2003 and deployed in 11 African countries.

BSA FUNCTIONALITIES AND FEATURES

The BSA is a comprehensive, web-based software 
solution tailored to the needs of financial regulators, 
enhancing the regulatory and supervisory capabilities of 
central banks and other financial authorities through its 
robust functionalities and features, which are integral 
to its success in providing a unified and efficient 
supervision platform.

FIGURE 2.1: BSA SUPERVISION COVERAGE

BANKING SECTOR

• Licensing
• Regulation
• Statistics and Reporting
• Prudential Supervision
• Conduct Supervision 
• Macropudential Supervision
• Payment Oversight
• Financial Inclusion

OTHER SECTORS

• Licensing
• Regulation
• Statistics and Reporting
• Prudential Supervision
• Conduct Supervision 
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FIGURE 2.2: BSA CORE FUNCTIONALITIES

FIGURE 2.3: BSA KEY FEATURES

The BSA offers robust functionalities to regulate and 
monitor financial institutions, ensuring they operate 
securely and in compliance with established rules and 
regulations. It is specifically designed to collect and 
process data from both banks and non-bank entities, 

including insurance companies, pension funds, money 
lenders, and bureau de change. This data serves as the 
foundation for calculating essential financial ratios and 
generating various informative outputs and insights.

Facilitates pre-registration and formal licensing of financial institutions (banks, non-banks, 
insurance companies, money lenders), and manages change requests for updates to 
institutional details and structures.

Enables institutions to submit prudential data via a web portal using standardized forms 
and file uploads, supports the automated submission of returns via APIs, utilizes scaled 
questionnaires and surveys for comprehensive data collection, and facilitates 
correspondence for the exchange of unstructured data between regulators and institutions.

Pre-validates return structures to ensure consistency and accuracy, and validates metadata 
using embedded formulas and user-defined validation rules.

Provides comprehensive dashboards for a 360º view of institutional profiles, including risk 
scoring, RBS, predictive, and user-defined dashboards, while also generating standard and 
customizable prudential reports.

Configures risk rating scales and parameters, automates and manually assigns risk scores 
based on predefined criteria, supports risk assessments, identification, inspection 
planning, onsite inspections, and follow-up activities.

Facilitates consumer complaint submissions and handling, enables institutional responses 
to complaints, tracks resolution progress, and offers virtual assistance with self-service 
options and FAQ search functionalities for consumers.

LICENSING 
MANAGEMENT

DATA COLLECTION 
AND SUBMISSION 

DATA PROCESSING 
AND VALIDATION

DATA VISUALIZATION 
AND REPORTING

RISK MANAGEMENT 
FRAMEWORK (RSF) AND 
RISK-BASED 
SUPERVISION (RBS)

CONSUMER PROTECTION 
SYSTEM (CPS) 

DATA COLLECTION

Web and API Submission

Automatic Validation

Correspondence

Questionnaires

DASHBOARDS

360° View of Institution

Risk Trend Analysis

Early Warning

Personalized Dashboards

PRUDENTIAL

CAMELS Rating System

Microprudential Supervision

Automatic Report Generation

Cross-Entity Analysis

LICENSING

Online Pre-registration

Assessment of Documents

Institutional Profile Update

Workflows

RISK-BASED SUPERVISION

Risk Assessment

Onsite Inspection

Finding and Follow-up

Automatic Report Generation 

CONSUMER PROTECTION

Complaints Submission

Complaints Handling 

Complaints Monitoring

Virtual Assistant
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FIGURE 2.4: 360° INSTITUTIONAL PROFILE AND DETAILS

The implementation of the BSA exemplifies a paradigm 
shift in regulatory supervision, leveraging advanced 
technologies to enhance transparency, efficiency, 
and consumer protection within the financial services 
sector. By integrating robust data management, risk 
assessment frameworks, and customer-centric tools, 
the BSA sets a benchmark for modern regulatory 
oversight, ensuring stability and integrity in financial 
markets. Key features of the BSA include:

BSA LICENSING PROCESS
The BSA facilitates a structured approach to licensing 
financial institutions, ensuring a rigorous yet efficient 
process from pre-registration to formal licensing:

> Pre-registration of Institutions: Before applying for 
formal licensing, institutions can pre-register their 
details through the BSA, expediting subsequent 
licensing procedures.

> Licensing of Institutions: The BSA manages the 
licensing of banks, non-bank financial institutions, 
insurance companies, and money lenders, providing a 
centralized platform for regulatory approvals.



9
CASE STUDY ON BANK SUPERVISION APPLICATION

> Institution Change Requests: Licensed entities can 
submit change requests (request updates) regarding 
their organizational structure or operational details, 
facilitating regulatory updates in a timely manner.

DATA COLLECTION AND SUBMISSION
The BSA incorporates robust mechanisms for data 
collection and submission, promoting transparency and 
accuracy in regulatory reporting:

> Prudential Information Submission: Institutions 
submit prudential data via the BSA’s web portal 
using standardized forms or file uploads (Excel,  
CSV, JSON, XML), ensuring consistency and ease 
of submission.

> Automated Return Submission: The BSA supports 
automated machine-to-machine submission of 
returns via APIs, enhancing efficiency and reducing 
manual errors.

> Structured Questionnaires and Surveys: The BSA 
utilizes scaled questionnaires and surveys to gather 
comprehensive data, fostering enabling deeper 
insights into institutional operations.

FIGURE 2.5: DATA SUBMISSION RETURNS DASHBOARD

“The ability of the Authority 
to maintain a centralized 
repository of master data 
and financial information 
for regulated entities has 
minimized the amount 
of duplication in records 
management across divisions.”

Financial Services Regulatory 
Authority (FSRA) – Eswatini

> Correspondence Exchange: The platform facilitates 
the exchange of unstructured data between 
regulators and institutions, promoting effective 
communication and regulatory oversight.
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for various institutions with the option to display 
consolidated information, which includes:

> Dashboard Overview: Offers a 360º view of 
institutional profiles, presenting key metrics and 
performance indicators.

> Risk Scoring Dashboards: Assess risk levels using 
predefined criteria, enabling proactive risk 
management strategies.

> Risk-Based Supervision (RBS) Dashboards: Monitor 
risk factors and compliance with regulatory 
thresholds, enhancing oversight capabilities.

> Predictive Dashboards: Utilize predictive analytics 
to anticipate trends and potential issues, leveraging 
algorithms for informed decision-making.

> User-Defined Dashboards: Provide customized 
visualizations as needed by users based on their 
specific requirements.

> Prudential Reports: Generate standard and 
customizable reports, providing detailed analysis 
and regulatory compliance assessments.

DATA PROCESSING AND VALIDATION
The BSA employs advanced data processing and 
validation techniques to ensure the accuracy and 
reliability of reported information:

> Pre-validation of the Return Structure: Before 
submission, the BSA validates the structure of 
returns to identify inconsistencies or errors, 
enhancing data quality.

> Metadata Validation: Embedded formulas validate 
metadata using predefined criteria, ensuring 
compliance with regulatory standards.

> User-Defined Validation Rules: Institutions can 
configure custom validation rules within the BSA, 
facilitating tailored data validation during the 
submission and return process.

“The BSA facilitates the 
automated control of 
data consistency.”

République de Burundi (BRB)

DATA VISUALIZATION AND REPORTING
The BSA’s data visualization capabilities empower 
regulators and institutions with actionable insights 
through comprehensive dashboards and reports. 
These visualizations are tailored in a range of formats 

“The BSA ensures the prompt 
submission of financial 
reports, including valuable 
consolidated industry reports.”

Reserve Bank of Malawi (RBM)

FIGURE 2.6: 360° INSTITUTIONAL PROFILE
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RISK SCORING FRAMEWORK
Integrated within the BSA, the Risk Scoring Framework 
(RSF) plays a pivotal role in establishing robust risk 
assessment protocols: 

> Framework Configuration: The BSA allows 
administrators to define comprehensive frameworks 
by specifying components and parameters tailored 
to institutional needs.

> Rating Scale Definition: Institutions can establish 
precise rating scales within the BSA, facilitating 
accurate risk assessments across multiple 
operational dimensions.

> Setting Benchmarks and Criteria: The BSA facilitates 
the establishment of clear benchmarks and criteria 
to determine risk thresholds, ensuring consistent 
evaluation and response protocols.

> Automatic and Manual Rating: Leveraging 
predefined criteria, the BSA automates the 
assignment of risk scores while also allowing for 
manual adjustments based on nuanced assessments.

FIGURE 2.7: RISK ASSESSMENT IN BSA

Maputo downtown, with new Bank of Mozambique headquarters. (Ivan 
Bruno de M / Shutterstock.com)
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RISK-BASED SUPERVISION WORKFLOW
The BSA’s Risk-Based Supervision (RBS) module 
empowers analysts and regulators with structured 
processes to effectively manage risk by setting up a risk 
matrix and the definition of risk categories and factors 
tailored to specific business roles:

> Risk Assessment: The BSA facilitates a thorough 
evaluation of risk exposure by integrating diverse 
risk factors into a cohesive assessment framework.

> Risk Identification: Analysts utilize the BSA to 
identify potential vulnerabilities within financial 
institutions, ensuring proactive risk 
management strategies.

> Inspection Planning and Scope Definition: Through 
the BSA, regulators can plan and define the scope of 
onsite inspections based on identified risks and 
regulatory priorities.

> Onsite Inspection and Reporting: The BSA supports 
the execution of onsite inspections, providing tools 
to document findings and generate comprehensive 
inspection reports.

> Onsite Inspection Follow-up: Post-inspection, the 
BSA facilitates prompt follow-up actions to address 
any findings and recommendations, ensuring timely 
corrective measures.

CONSUMER PROTECTION SYSTEM
The BSA’s Consumer Protection System (CPS) reinforces 
consumer trust and regulatory compliance through 
user-centric functionalities:

> Complaint Submission by Financial Consumers: 
Consumers can easily submit complaints related to 
services, transactions, or issues encountered with 
financial service providers via the BSA’s CPS.

> Complaint Handling: CPS streamlines communication 
between regulators, financial institutions, and 
consumers, enabling the prompt review and 
resolution of complaints.

> Institutional Response: Regulated institutions utilize 
CPS to receive, manage, and effectively respond to 
consumer complaints, enhancing service 
transparency and accountability.

> Resolution Tracking: The BSA tracks the progress of 
complaint resolutions, ensuring the prompt and 
comprehensive resolution of consumer concerns.

> Virtual Assistance for Consumers: CPS includes 
virtual assistance features designed to empower 
consumers. It offers self-service options for 
independent query resolution and a comprehensive 
frequently asked questions (FAQs) search function 
where consumers can find answers to common 
questions about financial services, regulations, and 
their rights, enhancing accessibility to information 
and support within the financial ecosystem.

Customers entering commercial bank. Malawi, Mozambique. (Alan Gignoux / Alamy Stock Photo)
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FIGURE 2.8: CPS COMPLAINT HANDLING AND REPORTING FEATURE
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BSA TECHNOLOGY STACK AND INNOVATION

The BSA has undergone significant technological 
advancements since its initial deployment in 2003. 
Originally developed on Lotus Domino, Lotus Notes, 
and Microsoft Studio .NET, with compatibility for the 
Windows operating system and support for MSSQL and 
Oracle Database Management Systems (DBMS), BSA 1.0 
was designed to cater to the diverse technological 
environments of its time. 

In response to evolving technological landscapes 
and user demands, the current iteration of the BSA 
has transitioned to .NET Core. This upgrade enables 
cross-platform deployment across Linux, Microsoft, 
and macOS operating systems, providing greater 
flexibility without compromising performance or 
functionality. Importantly, the application retains its 
capability to interface seamlessly with either Oracle or 
SQL Server DBMS based on user preferences, ensuring 
compatibility with diverse IT infrastructures across 
financial institutions.

FIGURE 2.9: BSA TECHNOLOGY STACK AND INNOVATION

INTEGRATION CAPABILITIES
The BSA integrates seamlessly with Active Directory 
(AD) to facilitate single sign-on authentication, 
streamlining access management for regulatory 
personnel. This integration enhances operational 
efficiency by centralizing user authentication processes 
and aligning with organizational security policies. 
Additionally, the application interfaces with various 
email servers to facilitate timely notifications, ensuring 
that stakeholders remain informed of critical updates 
and compliance requirements.

RIGOROUS SECURITY MEASURES
Prior to deployment, the BSA undergoes comprehensive 
security assessments conducted by external experts 
to identify and mitigate potential vulnerabilities. 
These measures are crucial to ensuring the integrity 
and confidentiality of financial data and regulatory 
processes. Key security features include:

> Encryption using Extended Validation Secure 
Sockets Layer (EV-SSL) Technology: The BSA 
employs robust encryption mechanisms during data 
transmission, transit, and at rest to safeguard 
against unauthorized access and maintain 
data integrity.

The BSA has evolved from its 2003 origins on Lotus Domino, Lotus Notes, and the earliest 
Microsoft .NET frameworks to the latest .NET frameworks, enabling cross-platform deployment 
(Linux, Microsoft, macOS) while maintaining compatibility with Oracle or SQL Server DBMS.

Rigorous security measures, including EV-SSL encryption, session controls, and granular access 
controls, ensure data integrity and prevent unauthorized access based on AD authentication.

It integrates seamlessly with Active Directory for single sign-on and various email servers for 
compliance notifications.

Comprehensive logging and monitoring capture operations, transactions, user interactions, 
and device details, with alerts for potential intrusion attempts.

The BSA incorporates controls against XSS, SQL injection, argument injection, and SPAM, 
with audit trails track user activities for transparency and swift incident response, ensuring 
robustness and reliability in safeguarding financial data and regulatory processes.
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> Session Control: User sessions are automatically 
terminated after a specified period of inactivity, 
reducing the risk of unauthorized access and 
ensuring compliance with security protocols.

> User Authentication from Active Directory (AD):  
The BSA validates user identities against the 
organization’s AD, ensuring that only authorized 
personnel can access sensitive information and 
perform regulatory functions.

> Access Controls, Segregation of Duties, and 
Profiles: The BSA implements granular access 
controls that allow administrators to define and 
manage user permissions based on roles and 
responsibilities, ensuring strict segregation of duties 
and profiles. This approach effectively prevents 
unauthorized actions and maintains regulatory 
compliance by carefully managing access privileges 
according to predefined roles and responsibilities.

> Application Logs: The BSA maintains comprehensive 
logs that are structured in a readable format for 
easy interpretation, accessible only to authorized 
users for review. These logs capture detailed 
information including operations, transactions, user 
interactions, device details, and timestamps, 
ensuring thorough monitoring and accountability. 
Immediate alerts are triggered to notify 
administrators of any attempted system intrusions, 
enabling proactive responses to potential 
security threats.

> Protection Against Attacks: The BSA incorporates 
controls to mitigate common attack vectors, 
including measures to prevent Cross-Site Scripting 
(XSS) for blocking malicious code injection, 
safeguards against SQL injection to protect against 
unauthorized database queries, validation rules to 
prevent argument injection and manipulation of 
input parameters, and countermeasures to minimize 
SPAM-related risks. 

> Audit Trails: Comprehensive audit trails track all 
user activities within the system, providing 
transparency and accountability.

These security provisions contribute to the robustness 
and reliability of the BSA platform, ensuring the safety 
of financial data and regulatory processes.

USER IDENTIFICATION AND NEEDS ASSESSMENT

Stakeholders expanded their outreach efforts 
recognizing the potential of the BSA to streamline 
regulatory practices and reduce operational costs 
across the region. The BSA Support Office (BSO) 
and collaborating institutions engaged directly with 
additional regulators through presentations and 
sector-specific events. This proactive approach resulted 
in the successful onboarding of ten more regulatory 
authorities, bringing the total number of user regulators 
to 21.

A key factor in the BSA’s ongoing success has been its 
responsiveness to user feedback and evolving regulatory 
requirements. Regular user group meetings and 
ongoing support interactions have been instrumental 
in identifying and prioritizing enhancements. Each 
year, during the annual user group meeting, specific 
regulatory needs are evaluated and incorporated into 
the application’s development roadmap. This iterative 
process ensures that new features and functionalities 
not only meet immediate requirements but also 
enhance the overall utility of the BSA for all users.

Since its launch, the BSA has undergone several 
enhancements and upgrades to incorporate user insights 
and adapt to the changing regulatory landscape. 
This flexibility has been crucial in maintaining the 
application’s relevance and effectiveness, allowing it 
to evolve alongside advancements in technology and 
regulatory practices.

In conclusion, the Bank Supervision Application 
exemplifies the benefits of collaborative innovation in 
advancing enhanced financial supervision capabilities 
across diverse regulatory environments. By encouraging 
cooperation, actively integrating user feedback, and 
embracing adaptability, the BSA continues to play 
a pivotal role in promoting financial stability and 
regulatory harmonization within the SADC, East African, 
Asian, and North American regions.



16
CASE STUDY ON BANK SUPERVISION APPLICATION

CHAPTER 3:  
BSA USE CASES  
AND OPERATIONS

USE CASES

The BSA was initially deployed in eleven of the founding 
central banks. Over time, its usage has expanded to 
include other financial regulators overseeing additional 
financial service providers and insurance. 

FIGURE 3.1: BSA USERS AND INITIAL DEPLOYMENT DATE

JANUARY - The Central Bank of Kenya (CBK)
APRIL - The Bank of Uganda (BOU)
JULY - Banque Centrale du Congo – DRC (BCC)

2005

APRIL - The Bank of Zambia (BOZ)
JULY - The Reserve Bank of Malawi (RBM)
SEPTEMBER - The Central Bank of Eswatini (CBE)
SEPTEMBER - The Central Bank of Lesotho (CBL)
OCTOBER - The Reserve Bank of Zimbabwe (RBZ)

2004

JULY - Banco de Moçambique (BM) 

2003

JANUARY - Banco de Cabo Verde (BCV)

2007

APRIL - Banque de la République de Burundi (BRB)
DECEMBER - Financial Services Regulatory Authority 
(FSRA) – Eswatini

2015

FEBRUARY - Banky Foiben’i Madagasikara – 
Madagascar (BFM)
NOVEMBER - The National Bank of Ethiopia (NBE)

2017

NOVEMBER - Banque Centrale de Djibouti (BCD)
DECEMBER - Banco Central de Timor-Leste (BCTL)

2019

JANUARY - Banque de la République d'Haïti (BRH)
DECEMBER - Banque Centrale des Comores (BCCk)
DECEMBER - The Bank of South Sudan (BOSS)

2021

JUNE - Banque Centrale de Mauritanie (BCM)

2024

AUGUST - Instituto de Supervisão de Seguros de 
Moçambique (ISSM)

2023

Other financial regulatorsCentral banks

Currently, a total of nineteen central banks and 
two other financial authorities utilize the BSA 
for their supervisory functions.

In both banking and non-banking sectors, the BSA plays 
a pivotal role in regulatory compliance and operational 
efficiency. Financial institutions leverage the BSA 
following the licensing process to ensure adherence 
to specific regulatory guidelines set by the respective 
authorities. This application enables the seamless 
submission and configuration of essential financial data 
through meticulously configured maps (both financial 
and non-financial). Additionally, it enables the creation 
of essential financial indicators (ratios) aligned with 
the frameworks applicable within each jurisdiction, 
ensuring efficiency, accuracy, compliance, and effective 
supervision across diverse regulatory frameworks.

SECTOR-SPECIFIC APPLICATIONS OF THE BSA
As per user testimony, the BSA plays a pivotal role 
within the banking sector, particularly across various 
departments. These include:

> Regulation and Licensing: Manages the licensing 
procedures for financial entities, ensuring compliance 
with regulatory requirements from the outset.

> Banking and Non-banking Supervision: Automates 
supervisory processes, providing effective oversight 
of financial institutions by facilitating real-time data 
monitoring and analysis.

> Statistics and Reporting: Streamlines data 
reporting processes, enabling accurate and timely 
submission of financial reports to regulatory bodies 
and stakeholders.
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Street scene, Maputo, Mozambique. (Thomas Cockrem / Alamy Stock Photo)

> Consumer Protection: Supports consumer rights and 
compliance monitoring, ensuring that financial 
institutions operate ethically and transparently.

> Onsite Inspection: Assists in efficiently planning and 
conducting onsite inspections, enhancing regulatory 
scrutiny and risk management practices.

> Financial Stability: Contributes to monitoring 
systemic risks and maintaining financial stability by 
providing comprehensive data analytics and 
reporting tools.

> Cross-referencing Reports: Plays a crucial role in 
identifying discrepancies by cross-referencing 
information from regulated institutions, ensuring 
consistency and accuracy in financial reporting.

FIGURE 3.2: IMPLEMENTATION CASE: BANK OF SOUTH SUDAN

The Bank of South Sudan’s adoption of the BSA exemplifies its transformative impact:

Before the BSA, 
reports were 
manually 
submitted in 
Excel, leading to 
inconsistencies 
that were 
challenging to 
detect.

The BSA enabled 
the configuration 
of return 
templates, rapidly 
identifying data 
discrepancies and 
introducing 
validation rules for 
accurate 
information 
processing.

Automatic 
calculation of 
indicators within 
the CAMELS 
framework 
streamlined 
regulatory 
compliance.

The BSA 
accelerated 
supervision tasks, 
providing analysts 
with near 
real-time data for 
informed 
decision-making.

Dynamic reporting 
capabilities 
contributed to 
enhanced financial 
stability and 
regulatory 
oversight.

The successful implementation of the BSA at the Bank of South Sudan underscores its pivotal role 
in modernizing regulatory processes, ensuring compliance, and promoting effective oversight in 

the financial sector.
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FIGURE 3.3: BSA GOVERNANCE STRUCTURE

GOVERNANCE AND OPERATIONS

Banco de Moçambique retains full ownership of the 
BSA, including the authority to license the solution 
to any institution seeking to adopt the system. The 
source code is also owned by Banco de Moçambique and 
securely stored with another central bank to guarantee 
system continuity and safeguarding.

The BSA Support Office (BSO) operates as a working unit 
within the IT Department of Banco de Moçambique. 
The Head of the BSO is the IT Director of Banco de 
Moçambique, while the BSO Manager is responsible 
for the section in which the BSO operates. The BSA 
system is funded through initial startup costs incurred 
during its adoption, as well as annual maintenance fees 
that cover the BSO’s operational costs and expenses. 
Furthermore, the BSO generates additional income from 
onsite support requests, which cover the travel and 

subsistence expenses of BSO officers assisting users. The 
annual maintenance fees are reviewed each year, taking 
into account the performance of both the global and 
Mozambican economies.

The governance of the BSA initiative is managed by 
two committees:

1. BSA Stakeholders Committee:

> Composed of Bank Supervision and IT Directors 
representing the founding central banks of the 
Democratic Republic of the Congo, Ethiopia, Kenya, 
Lesotho, Malawi, Mozambique, Eswatini, Uganda, 
Zambia, and Zimbabwe.

> The Chairperson of the BSA Stakeholders is 
appointed from among the central banks for a 
two-year term.

STAKEHOLDERS

BSA EXECUTIVE 
COMMITTEE

HEAD OF 
THE BSO

USER GROUP

BSO MANAGER

ADMINISTRATIVE 
PERSONNELS CONSULTANTSDEVELOPERS

•  Typically meets annually
•  Considers any business brought by the BEC
•   Election of the BEC members
•  Annual budget, work plan, and accounts

•  Typically meets biannually
•  Provides stakeholders with operational and financial 

plans and status reports
•  Discusses other issues relevant to the application

•  Typically meets annually
•  Directs all enhancements and new releases of the BSA
•  Contributes to prioritizing work allocated to the BSO
•  Tests new versions of the BSA

•  Central banks' technical experts collaborate with BSO 
to develop new BSA versions before wider regulatory 
testing and rollout among member institution

•  Typically meets annually when a new version 
is in development

•  Provides technical support to the BSO
•  Validates the new version of the BSA
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> This committee meets annually to deliberate and 
approve the BSO’s annual budget, audit accounts, 
annual activities, strategic plans, and other matters 
guiding BSO activities.

2. BSA Executive Committee:

> A subset of the BSA Stakeholders central banks, 
chaired by the BSA Stakeholders Chairperson.

> This committee meets twice a year and acts as the 
executive arm of the BSA Stakeholders.

The User Group, comprising representatives from each 
regulator using the BSA, is responsible for the ongoing 
maintenance and support of the system. They propose 
requirements to be implemented by the BSO in regular 
BSA system releases.

POLICY AND LEGAL FRAMEWORK

Institutions adopting the BSA sign a (i) License 
Agreement and (ii) Service Level Agreement (SLA) with 
Banco de Moçambique.

> Memorandums of Understanding (MoUs), SLAs, 
dispute resolution mechanisms, and indemnity 
structures are in place to ensure smooth operations.

> The License Agreement includes provisions for 
resolving disputes through consensus. If consensus 
cannot be reached, disputes are resolved via an 
arbitration panel of three arbitrators: one appointed 
by each party and a chair appointed by the arbitral 
institute in Mozambique.

> The arbitration is conducted in accordance with the 
UNCITRAL Rules of Arbitration, with the seat of 
arbitration being the host country of the BSO.

This structure ensures a robust governance framework 
and operational continuity for the BSA system, 
facilitating effective support and strategic oversight 
across participating central banks.

Street on Costa do Sol in Mapouto, Mozambique. (Jacek Sopotnicki / Alamy Stock Photo)
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Young man using smartphone, Mozambique.
(Westend61 GmbH / Alamy Stock Photo)

CHAPTER 4:  
BSA DEPLOYMENT  
AND SUPPORT

DEPLOYMENT STRATEGIES

In January 2003, the fully developed BSA was presented 
to ESAF and SADC delegates, who deemed the 
application ready for deployment, beginning with a 
pilot implementation at Banco de Moçambique.

Following this directive, the BSA was implemented at 
Banco de Moçambique beginning in April 2003 and went 
live in July 2003. At launch, 32 bank supervisors used 
the application to effectively supervise 19 financial 
institutions (including banks, leasing companies, 
and credit unions) and 56 non-banking institutions 
(such as bureau de change and microfinance entities) 
in Mozambique.

During the pilot period at Banco de Moçambique, areas 
for improvement were identified, particularly in the 
Risk Automated Analysis System (RAAS) module, and 
these were addressed and implemented by the ESAF 
Bank Supervision Expert Group in November 2003.

Following the successful pilot deployment, stakeholders 
approved a deployment strategy for the remaining 
banks. The first three implementations were carried 
out by a team comprising a third-party partner, the 
ESAF ICT team, and bank supervisors. Subsequent 
implementations in the rest of the central banks were 
conducted by two ESAF member teams.

According to the strategy, the implementation in the 
other 10 banks proceeded as planned:

> Bank of Zambia: Successfully went live in April 2004

> Reserve Bank of Malawi: Successfully went live in 
July 2004

> Banco Nacional de Angola: Successfully went live in 
September 2004

> Central Bank of Lesotho: Successfully went live in 
September 2004

> Central Bank of Eswatini (formerly the Central Bank 
of Swaziland): Successfully went live in 
September 2004

> Reserve Bank of Zimbabwe: Successfully went live 
in October 2004

> Central Bank of Kenya: Successfully went live in 
January 2005

> Bank of Uganda: Successfully went live in April 2005

> Bank of Namibia: Successfully went live in April 2005

> Banque Centrale du Congo: Successfully went live in 
July 2005

The deployment strategy of the BSA was methodical 
and phased, beginning with a successful pilot at Banco 
de Moçambique, which served as a proof of concept. 
This was followed by a structured rollout plan involving 
expert teams and key stakeholder approvals. The 
strategy ensured that the first few implementations 
were closely managed with substantial support, while 
subsequent rollouts leveraged the experience and 
expertise of ESAF member teams. This approach not 
only facilitated smooth transitions but also enabled 
the swift identification and resolution of any issues, 
ensuring consistent success across all central banks.
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USER-DRIVEN GROWTH
Since its inception, the BSA’s development trajectory 
has closely aligned with user needs. Annual BSA User 
Group meetings provide a platform for stakeholders 
to offer feedback, discuss application features, and 
propose enhancements. This user-driven approach has 
led to the evolution of the BSA as follows:

1. Inception (2003): The initial version of the BSA 
was launched in 2003 as a standalone application 
installed on the computers of specific central 
bank users (clients), which were connected to an 
application server. Information submission was 
conducted via email.

2. Version 2 (2008): This version eliminated 
prudential submission by email, replacing it with 
submission through a web portal, consisting of 
three distinct applications and a service:

> Web Interface: A web application for 
information submission.

> RAAS: A standalone application for 
prudential analysis.

> BSS: A Lotus Notes application dedicated to 
licensing and all workflow-related tasks.

In its early stages (Versions 1 and 2), the BSA was 
exclusively deployed within central banks.

3. Version 3 (2012): This version merged 
all applications into a unified, web-based 
platform. With the advent of version 3, the BSA 
transcended its initial boundaries, extending 
its reach beyond central banks. Other financial 
regulators and non-central banks recognized the 
BSA’s value and adopted it to streamline their 
supervisory processes.

4. Version 4 (2018): Driven by user feedback, Version 
4.0 incorporated improvements and introduced 
new modules, including consumer protection and 
surveys. This version also introduced an API for 
prudential information submission.

5. Version 5 (2024): This version focuses on 
technological enhancements, security, and new 
business functionalities, such as:

> Risk-Based Supervision

> Risk Scoring Framework

> Enhanced Dashboards and Reports

The user-driven growth of the BSA, with its iterative 
versions, has proven to be the best strategy for 
its development. By continuously engaging with 
stakeholders and incorporating their feedback, each new 
version has effectively addressed emerging needs and 
technological advancements. This continuous process 
ensures that the BSA remains relevant, efficient, and 
capable of meeting the evolving demands of financial 
supervision. The strategic alignment with user needs has 
fostered trust and widespread adoption, positioning the 
BSA as a robust and adaptable solution in the financial 
regulatory landscape. The BSA continues to evolve, 
adapting to the dynamic landscape of supervision.

USER ONBOARDING AND SUPPORT

ADOPTION PROCESS
When an institution expresses interest in adopting the 
BSA system, the process begins with the submission of 
a formal letter to the Banco de Moçambique Governor, 
with a copy sent to the Head of the BSA Support Office 
(BSO). Following this expression of interest, the BSO 
engages with the institution to discuss and finalize the 
terms of the draft license agreement (LA) and service 
level agreements (SLAs). Once these agreements 
are finalized, an invoice for the license acquisition 
is issued.

Upon confirmation of the license acquisition, an 
agreed-upon work plan is initiated, beginning with 
remote deployment activities aimed at understanding 
the institution’s business processes. This phase, 
which includes remote assessments and preliminary 
preparations, is designed to be completed within three 
months. Subsequent activities involve the installation 
of the system at the regulator’s premises and end-user 
training, with the onsite phase scheduled to last up to 
20 working days. Following the installation and training, 
the BSO provides dedicated support for the subsequent 
30 days to ensure a smooth transition and address any 
initial issues.

USER SUPPORT MANAGEMENT
Support for the BSA system is robustly managed through 
multiple channels to ensure comprehensive assistance 
for all users:

> BSA Support Portal: The primary point of contact for 
support, where users can log issues, track their 
status, and access a knowledge base. The portal also 
tracks the time allocated to the BSO for resolving 
any reported issues.
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> Email: Users can send detailed queries or issues to a 
dedicated support email address.

> WhatsApp: For quick, informal communication, 
WhatsApp is used as an alternative channel.

> Phone Calls: Direct support lines are available for 
urgent issues or when immediate assistance 
is required.

> Dedicated Account Manager: Each regulator has a 
dedicated account manager within the BSO, 
providing personalized support and ensuring 
continuity in communication and service.

The SLAs outline the timeframes within which the BSO 
is required to resolve reported issues, ensuring timely 
and efficient support.

TRAINING PROGRAMS AND RESOURCES
The BSO provides comprehensive training programs and 
resources that enable users to effectively utilize all 
features of the BSA system:

> Annual Refresher Training: Conducted during 
ordinary User Group meetings and in dedicated 
sessions in Maputo, these sessions ensure that users 
remain updated with the latest features and 
best practices.

> On-Demand Training: Regulators can request specific 
training sessions, either by visiting the BSO in 
Maputo or by inviting a BSO officer to their premises 
for onsite training.

> User Group Meetings: These meetings offer a 
platform for users to share experiences, discuss 
challenges, and receive training on new 
system updates.

> Post-Installation Support: A dedicated 30-day 
support period following installation ensures that 
users receive immediate assistance and further 
training, if needed, during the initial phase of using 
the system.

These training programs and resources are designed 
to be flexible and responsive to user needs, enabling 
all regulators to fully leverage the benefits of the 
BSA system and maintain effective supervision and 
regulatory processes.

USER TESTING AND FEEDBACK

The continuous development and refinement of the 
BSA system depend on active engagement from its user 
community through a collaborative approach. This 
user-centric strategy ensures that the system evolves in 
alignment with the needs and expectations of its users.

USER ACCEPTANCE TESTING (UAT):
> Comprehensive Testing: Prior to deploying any new 

version of the BSA into production, a comprehensive 
User Acceptance Testing (UAT) phase is conducted.

> Active Participation: Users from various financial 
institutions actively participate in this testing phase, 
ensuring the incorporation of diverse perspectives 
and thorough evaluations.

> Evaluation Focus: Participants evaluate the 
application’s functionality, usability, and adherence 
to specified requirements. Key aspects assessed 
during UAT include data submission, report 
generation, system responsiveness, and the overall 
user experience.

> Feedback Collection: The feedback collected during 
UAT is crucial to identify any issues or areas for 
improvement before the new version is 
officially released.

USER SATISFACTION SURVEYS:
> Biannual Surveys: These surveys, conducted twice a 

year, serve as a critical feedback mechanism to 
gather insights from users.

> Comprehensive Feedback: Users provide detailed 
feedback on their experiences with the BSA, 
highlighting pain points, areas for improvement, and 
overall satisfaction.

> Survey Focus: Questions cover aspects such as 
system performance, ease of use, alignment with 
supervisory needs, and satisfaction with 
BSO services.

> Data-Driven Improvements: The insights gained 
from these surveys inform and guide the ongoing 
development and enhancement of the BSA system.

The feedback from user testing and surveys leads 
to several key findings and significant changes that 
improve the BSA system.
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USER FEEDBACK INSIGHTS:
> Usability Challenges: Feedback often highlights 

areas where the user interface could be more 
intuitive, or the navigation could be streamlined.

> Performance Concerns: Users provide insights into 
any performance issues, such as system lag or 
difficulties with report generation.

> Feature Requests: Users frequently suggest new 
features or modules that could optimize their 
supervisory processes.

BSO RESPONSES TO FEEDBACK:
> Enhanced User Interface: Based on usability 

feedback, the BSA has introduced intuitive 
navigation and responsive design in Version 5, 
making the system more user-friendly.

> Performance Improvements: Addressing 
performance concerns has led to significant backend 
optimizations, improving overall system 
responsiveness and reliability.

> New Modules: The introduction of new modules, 
such as the Consumer Protection System, Risk-Based 
Supervision, and Risk Scoring Framework (CAMELS), 
directly responds to user requests and evolving 
regulatory needs.

The BSA’s user-centric approach, involving rigorous 
testing, active feedback channels, and a commitment 

to enhancing user satisfaction, ensures that the system 
remains relevant and effective. This collaborative 
process encourages continuous improvement 
while helping maintain a high level of user trust 
and engagement.

RISK MANAGEMENT, CROSS-REFERENCING, AND 
SETTLEMENT MECHANISMS

Version 5 of the BSA introduces several significant 
advancements that collectively enhance the system’s 
capabilities. The new risk-based supervision module 
improves ability of analysts to identify and manage risks 
by category through comprehensive processes, including 
risk assessment, risk identification, institution profile 
updates, inspection planning, onsite inspections, and 
follow-up recommendations. 

The Consumer Protection (CPS) module centralizes 
complaint management, allowing consumers to report 
issues directly to the regulator, thereby improving the 
resolution process. Additionally, the BSA facilitates 
cross-referencing for the insurance sector, enhancing 
transparency and oversight. 

The incorporation of machine learning algorithms 
for data validation will further improve data quality 
and reliability. These enhancements reflect the BSA’s 
commitment to developing in response to user needs 
and technological advancements, ensuring it remains a 
robust and adaptable tool for financial supervision. 

Close up of hands paying with contactless payment. (Yura Krasilnikov / Alamy Stock Photo)
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1. Risk-Based Supervision: Version 5 of the 
BSA introduces robust risk-based supervision 
capabilities, significantly enhancing the ability 
of analysts to identify and manage risks across 
financial institutions. This new functionality 
encompasses several critical processes:

> Risk Assessment: Analysts utilize a predefined, 
configurable risk matrix to systematically assess 
risks across a range of categories. This structured 
approach ensures a comprehensive evaluation of 
potential risks, supporting informed 
decision-making. 

> Risk Identification: Institutions are ranked based 
on their associated risk levels, allowing analysts to 
prioritize those with higher exposure (risk level 
ordering). This prioritization assists in the timely 
identification and management of risks, enhancing 
overall supervisory effectiveness and efficiency.

> Institution Profile Updates: Using predefined 
models, analysts produce quarterly institution 
profile reports, providing a regular update on each 
institution’s risk status. These standardized reports 
ensure consistent and accurate risk monitoring.

> Inspection Planning and Scope Definition:  
The system assists in planning annual inspections by 
defining the scope for each institution. Automatic 
generation of scope memos based on templates 
streamline the inspection planning process.

> Onsite Inspection: Analysts conduct onsite 
inspections, recording findings directly into the 
system. Inspection reports are generated using 
predefined templates (template-based reporting), 
resulting in comprehensive and 
consistent documentation.

> Follow-Up Recommendations: Follow-up 
recommendations are tracked through dedicated 
screens, allowing regulated institutions to update 
their status. This feature ensures ongoing 
monitoring and encourages institutions to promptly 
address any identified issues.

2. CPS Module: The CPS module in Version 5 
centralizes the handling of consumer complaints, 
making it easier for consumers and regulators to 
manage and resolve issues:

> Centralized Complaint Reporting: Regulated 
institutions report consumer complaints directly to 
the regulator. Consumers can now submit 
complaints directly through the BSA, increasing 
both accessibility and transparency.

> Virtual Assistance: A chatbot assists consumers in 
checking the status of their complaints (chatbot 
integration) and accessing frequently asked questions 
(FAQs), ensuring timely and efficient support.

3. BSA Cross-Referencing: Version 5 of the BSA 
introduces cross-referencing capabilities to improve 
oversight of the insurance sector:

> Records Collaboration: The system tracks 
collaboration between insurance companies and 
brokers, facilitating comprehensive oversight. This 
feature promotes transparency and accountability 
within the insurance sector.

> Cross-Assessment Reports: Cross-assessment 
reports help identify discrepancies (discrepancy 
identification), empowering regulators to take any 
needed corrective actions. These reports provide 
valuable insights, supporting more effective 
supervision of the insurance industry.

4. Validation Rules Using Machine Learning (ML): 
To further enhance the accuracy and reliability of 
data submissions, Version 5 will integrate machine 
learning algorithms for data validation throughout 
its lifecycle:

> Outlier Identification with ML Algorithms: Machine 
learning algorithms identify outliers in financial 
indicators during the submission process. This 
automated validation improves the accuracy and 
reliability of the data collected, supporting better 
decision-making.
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CHAPTER 5:  
CHALLENGES, ONGOING 
IMPROVEMENTS,  
AND UPGRADES

CHALLENGES

Implementing the BSA system has revealed 
several challenges, particularly related to the 
operational capacity of institutions, in terms of 
financial and human resources. Customizing the 
BSA to accommodate the diverse sizes and needs 
of institutions, whether central banks or non-bank 
regulators—requires significant investment. The core 
system deployment and the necessary modules are 
often considered costly. Additionally, the structural 
limitations of some countries, including inadequate 
infrastructure and limited technological capabilities, 
further constrain the effective implementation and 
operation of the BSA system.

Specific regional and technical obstacles had to be 
addressed to facilitate the implementation of the 
BSA system:

> Funding Secured from Multilateral Institutions: 
Some central banks successfully secured funding to 
acquire the BSA through financial support from 
multilateral institutions, as part of broader country 
programs targeting the financial sector. For 
instance, central banks in both the Southern Africa 
Region and Central Africa were able to overcome 
financial constraints by accessing these resources.

> Country-Specific Structural Limitations: Several 
countries faced infrastructural challenges that 
hindered the seamless implementation of the BSA 
system. This included unreliable internet 
connectivity, insufficient technological 
infrastructure, and limited access to the necessary 
hardware and software tools.

Running the BSA system as a collective, while 
advantageous, also presented nuanced operational 
issues that needed careful management:

> Centralized Operations: The BSO is centralized in 
Mozambique, overseeing all operations. While this 
setup streamlines management and support, it also 
requires robust coordination to effectively address 
the diverse needs of multiple regions.

> Source Code Management: Managing various 
components of a robust global IT solution involves 
overseeing source code versions, updates, fixes, and 
patches. Ensuring consistency and compatibility 
across a range of deployments requires meticulous 
planning and execution.

> Deployment Constraints: Variability in deployment 
constraints across regions necessitated a flexible 
approach. Factors such as local regulatory 
requirements, technological readiness, and staff 
proficiency influenced the deployment timelines 
and processes.

> Support Level Agreements (SLAs): Establishing and 
maintaining effective SLAs was crucial to ensure 
timely and adequate support for all users. This 
included setting clear expectations for issue 
resolution times, support availability, and quality 
of service.

> Operational Expenditure (OPEX): Managing the 
operational expenditure associated with running the 
BSA system involved balancing costs related to 
maintenance, support, and continuous improvement. 
Financial planning and resource allocation were 
essential to sustain operations without compromising 
service quality.

Despite these challenges, the centralized setup of the 
BSO in Mozambique has largely succeeded in fulfilling 
its mandate. By addressing regional and technical 
obstacles and managing operational issues through 
strategic planning and resource allocation, the BSA 
system continues to provide robust support for financial 
supervision across multiple jurisdictions.

ASSESSMENTS AND SCALABILITY

The BSA’s continuous assessment process and its ability 
to scale effectively highlight the system’s robustness 
and adaptability. The biannual evaluations by the BSO, 
coupled with stakeholder collaboration, ensure that the 
BSA remains at the forefront of industry standards. 
The introduction of new features, such as the risk-based 
onsite examination and the integrated risk assessment 
module, alongside technological improvements in user 
interface and navigation, demonstrates the system’s 
ongoing enhancement. The BSA’s expansion into an 
interdepartmental application further underscores its 
scalability and versatility, reinforcing its value as a 
comprehensive tool for financial supervision.
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CONTINUOUS ASSESSMENTS
The BSO conducts diligent assessments of the BSA’s 
functionalities and technological aspects on a biannual 
basis. This continuous evaluation ensures that the 
BSA remains robust, relevant, and competitive. Key 
elements of this assessment process include:

> Comparative Analysis: The BSO engages in 
comprehensive comparative analyses against 
potential competitors. This involves research and 
active participation in industry events where 
comparable solutions are showcased, ensuring that 
the BSA meets or exceeds industry standards.

> Identification of Weaknesses: Any identified 
weaknesses within the BSA are systematically 
documented during these evaluations. These 
documented weaknesses provide valuable insights 
that guide future improvements.

> Stakeholder Collaboration: The BSO collaborates 
with stakeholders to transform identified weaknesses 
into actionable requirements, which are 
subsequently presented to BSA users for approval 
and prioritization, ensuring the system evolves in 
alignment with user needs and expectations.

The regular assessments have led to significant 
achievements and enhancements in the BSA.

INTRODUCTION OF RISK-BASED ONSITE EXAMINATION 
AND INSTITUTIONAL RISK ASSESSMENT
> Integrated Risk Assessment Module: The latest 

assessment facilitated the introduction of a 
comprehensive risk assessment module within the 
BSA. This enhancement allows users to 
comprehensively evaluate the risk profiles of 
institutions, assisting in informed decision-making.

> Enhanced Decision-Making: By integrating risk 
assessment capabilities, the BSA supports more 
nuanced and effective supervision, enabling 
regulators to identify and manage risks 
more proactively.

TECHNOLOGICAL AND NAVIGATIONAL IMPROVEMENTS
> Data Visualization Dashboards: The BSA now 

features comprehensive dashboards that consolidate 
and visualize regulatory and supervisory data 
collected by central banks and financial regulators. 
These interactive displays provide at-a-glance 
insights into key metrics, enabling more efficient 
monitoring and decision-making processes.

> User Interface Enhancements: The BSA’s user 
interface and navigation have been significantly 
improved, including a responsive design that adapts 
to various devices and the introduction of the 
“My Favorites” navigation feature, which allows users 
to customize their experience for greater efficiency.

> Improved Usability: These technological 
improvements enhance the overall user experience, 
making the system more intuitive and accessible for 
users across different departments.

Over the years, the BSA has demonstrated impressive 
scalability and adaptability which supports 
interdepartmental integration:

> Interdepartmental Application: Initially designed for 
bank supervision, the BSA has evolved to serve 
multiple departments and functions within 
regulatory institutions. This interdepartmental 
integration has significantly increased the number of 
users, and the volume of information processed by 
the system.

> Sustained Performance: Despite the expanded usage 
and increased data processing demands, the BSA has 
maintained its performance. This scalability ensures 
that the system can accommodate growing user 
needs without compromising on speed or reliability.

PRIORITIZING UPDATES AND FEATURES

The BSA’s updates and feature prioritization process 
highlights the importance of user involvement and 
strategic planning in the system’s evolution. The BSO’s 
comprehensive compilation of potential features, 
followed by a collaborative prioritization process, 
ensures that the BSA remains responsive to user needs 
and industry changes. By categorizing features into high, 
medium, and low priorities, the BSO can implement the 
most critical enhancements first, ensuring regulatory 
compliance and an improved user experience. This 
approach enables the BSA to continue evolving in a 
way that strategically aligns with user requirements 
and industry standards, maintaining its robustness and 
adaptability as a financial supervision tool.

COLLABORATIVE PRIORITIZATION PROCESS
The collaborative approach between the BSO and BSA 
users is key to the effective prioritization of features to 
be implemented. This process involves several steps:
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> Presentation of Compiled Features: The BSO 
presents the compiled list of potential features to 
BSA users for their input and prioritization. This 
presentation ensures transparency and inclusivity in 
the decision-making process.

> Discussion and Evaluation: Users discuss each 
feature, considering its source, relevance, and 
potential impact on the system. This dialogue helps 
in understanding the practical implications and 
benefits of each feature.

> Categorization: Features are categorized into three 
priority levels—high, medium, and low—based on 
their importance and urgency.

PRIORITIZATION LEVELS
The prioritization of features is essential for structured 
and efficient implementation process. To streamline this 
approach, the features are categorized as follows:

> High Priority: Critical features that have a direct 
impact on system functionality, regulatory 
compliance, or the user experience. High priority 
features are implemented first to ensure that the 
most urgent needs are promptly addressed.

> Medium Priority: Features that enhance efficiency, 
usability, or reporting capabilities fall into this 
category. While not as urgent as high-priority 
features, medium priority features are important for 
improving overall functionality and the 
user experience.

> Low Priority: Non-urgent enhancements or minor 
adjustments are classified as low priority. These 
features are implemented last, focusing on 
fine-tuning the system and adding 
incremental improvements.

IMPLEMENTATION PROCESS
Following the prioritization process, the BSO begins 
with implementation, progressing sequentially from 
high to medium, and then to low-priority features. 
This structured approach ensures that the most 
critical enhancements are addressed first, providing 
immediate benefits to users and maintaining 
regulatory compliance.

STRATEGIC EVOLUTION OF THE BSA
By involving users in the collaborative prioritization 
process, the BSA evolves strategically. This user-centric 
approach guarantees that the system not only addresses 
current needs but also anticipates future requirements. 
The prioritization process aligns the BSA with user 
requirements and industry standards, reinforcing its 
position as a robust and adaptable tool for financial 
supervision, oversight, and regulation.

Food products for sale in Central Market, Maputo, Mozambique. (Tonis Valing / Shutterstock.com)
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CHAPTER 6:  
CONCLUSION AND  
FUTURE OUTLOOK

VISION FOR THE BSA

EXPANDING SERVICES AND PRODUCT OFFERINGS
The BSO is poised to expand its services and product 
offerings, positioning itself as a crucial technology 
partner for the current member community. This 
strategic expansion aims to support the digital 
transformations of financial institutions while 
maintaining shared goals and promoting collective 
growth. The BSO is committed to ensuring that no 
institution using the BSA is left behind, promoting 
inclusivity and equitable access to advanced financial 
supervision tools.

CONTINUOUS EVOLUTION AND ADAPTATION
The BSA continues to evolve with ongoing efforts 
to expand its functionalities and adapt to various 
segments of the financial sector. The collaborative 
efforts among African central banks ensures the 
system remains responsive to emerging challenges 
and technological advancements. This joint approach 
is vital for the BSA’s continued success, relying on 
sustained cooperation, innovation, and a collective 
commitment to strengthening financial regulation 
across the continent.

Aerial view of residential part of Maputo, Zimpeto, capital city of Mozambique, Mozambique. (Sopotnicki / Shutterstock.com)
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EMERGING TECHNOLOGIES AND TRENDS

As part of its Strategic Plan for 2024-2026, the BSO 
will integrate research and development (R&D) into its 
day-to-day operations beginning in 2024 to maintain 
the BSA’s position at the forefront of technological 
advancements and industry best practices. Key focus 
areas include:

> Artificial Intelligence (AI): Future BSA releases will 
incorporate AI technologies to enhance data 
analysis, risk assessment, and decision-making 
processes. AI will play a critical role in automating 
routine tasks, identifying patterns, and providing 
predictive insights.

> Cloud Readiness: The BSO will also prioritize cloud 
readiness, enabling the BSA to leverage cloud 
computing for improved scalability, flexibility, and 
cost-efficiency. Cloud-based solutions will facilitate 
real-time data access, collaboration, and disaster 
recovery capabilities, ensuring that the BSA remains 
robust and resilient.

STRATEGIC PLAN FOR FUTURE RELEASES
The integration of advanced technologies such as AI 
and cloud computing will be at the core of future 
releases starting from the current BSA Version 5.0. This 
strategic direction underscores the BSO’s commitment 
to innovation and continuous improvement. By 
incorporating these technologies, the BSA will 
improve its functionality, user experience, and overall 
effectiveness in financial supervision.

CONCLUSION

The Bank Supervision Application exemplifies the 
benefits of collaborative innovation in advancing 
financial supervision across all regions, including the 
SADC and East Africa. By actively engaging users, 
responding to feedback, and embracing advanced 
technologies, the BSA has maintained its relevance 
and effectiveness in a dynamic but changing 
regulatory landscape. The application has significantly 
contributed to promoting financial stability and 
regulatory harmonization within the region.

Looking ahead, the BSA is poised to expand its services 
and product offerings by integrating AI and cloud 
computing to remain at the forefront of technological 
advancements. The strategic plan for future releases 
underscores the BSO’s commitment to innovation and 
continuous improvement. As the BSA evolves, it will 
continue to drive digital transformations in financial 
institutions, ensuring inclusive and equitable access to 
advanced financial supervision tools.
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